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Nexans Switches unaffected by  

Security vulnerability in OpenSSH Client 
 

                KD1390E0 
 

 

 

 
 

 

Vulnerability in OpenSSH Client  

The OpenSSH client code between 5.4 and 7.1 contains 

experimental support for resuming SSH-connections (roaming). 
The matching server code has never been shipped, but the client code was enabled by default and could be 
tricked by a malicious server into leaking client memory to the server, including private client user keys.  
From OpenSSG (http://www.openssh.com/txt/release-7.1p2) 
 
 

 

Nexans switches unaffected  

Nexans is NOT exposed to the security vulnerability in OpenSSH Client. 

Nexans Switches are unaffected because Nexans is not using the OpenSSH Client. Nexans is only offering a 
SSH Server. 
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